
16.1 Profiles
The profile defines the privileges of a user in regard to access to, and use of, vtenext modules and
fields. The administrator, as instructed by company managers, must determine the operations that
can be performed by the different users who will work on the CRM.

The following are established for each user by Profiles:

which modules appear in their general menu;
which modules they have full access to;
which modules they have limited access to;
which fields within a module the user will be able to see and/or modify and/or delete their
content.

And more, on a scale of increasing detail.
Below are the types of privileges shown on the screen:
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Global Privileges:

See all: the profile will be able to read all CRM information;
Edit all: the profile will be able to edit all CRM information.
Field Privileges: allows you to decide whether the user can create/view/modify/delete
within the single module.
Tools: allows you to decide on functions such as Export/Import Data, Convert Lead,
Management of duplicates with merging.

When creating a new profile, you can start from the basic structure of an existing one by
duplicating it, so as to not start from scratch. We suggest creating more limited profiles first and
then proceed to the more open ones (adding new permissions each time).

Note. The access privileges managed by Profiles refer to the vtenext layout, not to the "ownership"
of the content.

If, for example, I have to set that Agent 1 does not see Agent 2's contacts, this type of
management is performed by Roles and Sharing Access (see next paragraphs).

Since both agents work with the Contacts module, their profile (which will most likely be shared)
will have the Contacts module enabled to read and at least create/edit.
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